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Use console to preload 
passwords, systems, 
add users

Users download Mac, 
Windows or Linux application 
and create credentials fortress

Strong unique passwords for 
each system, network, 
application, account, device...

Fast deployment using MyCena Console 

MDC Desktop app
(Mac, Windows or Linux)MDC console

MyCena Desk Center Solution
Credentials Management For Contained Workplaces

CONVENIENT
Credentials always accessible 
within contained environment

SECURE
No password to create, type or 
memorize. No central identity.

PRIVATE
Only user can access own fortress 
in contained environment using 
combination of PIN, lock pattern 
and passphrase

Who should use MyCena Desk Center?
      Organisations whose credentials and data should not be accessible from 
outside the contained workplace like contact centers, call centers and 
BPOs
      Organisations whose employees handle very sensitive information handled 
(Personal Identifiable Information, financial information, intellectual 
property...) due to high risks/consequences of frauds/leaks
      Organisations whose employees need to access to multiple systems, 
networks, applications, accounts and databases for one or multiple clients

info@mycena.co www.mycena.co

MyCena Desk Center
A 2-in-1 solution to manage strong unique credentials 

without remembering any password

STRONG PASSWORDS  
GENERATOR

AES-SHA 256 
ENCRYPTION

ENCRYPTED PASSWORD 
SHARINGTHREE LEVELS OF 

SECURITY FOR 
DIFFERENT 
SENSITIVITY 
PASSWORDS (BRONZE, 
SILVER, GOLD)

AUTOMATED ENCRYPTED 
BACKUPS

COPY AND PASTE 
PASSWORDS - NO TYPING

RECEIVE PRELOADED 
PASSWORDS AND SYSTEMS

DISTRIBUTES STRONG UNIQUE 
PASSWORDS AND POLICIES TO ALL 
USERS

MONITOR USAGE 
WITHOUT SEING 
PASSWORDS

SEPARATE ACCESS TO 
EVERY SYSTEM, 
APPLICATION, DATABASE, 
NETWORK, DEVICE... 


